Data Protection Statement by the Viscom AG

The protection of your personal data and your private sphere is very important to us. Therefore, we see our compliance with the General Data Protection Regulation (GDPR) as self-evident. The purpose of this law is to protect individual persons by ensuring the handling of their personal data does not infringe their personal rights. Because you have the right to information, in compliance with Article 12 to Article 23, GDPR, we hereby inform you of our data protection guidelines and measures to protect your personal data. Naturally, you can exert your right to revoke the use of your personal data at any time, to the extent that they are not required for developing a contractual relationship. To revoke the use of your data, please send an e-mail to our Data Protection Representatives under: Datenschutz@viscom.de. You will then receive an e-mail confirmation as soon as the revocation has been implemented. Our Data Protection Representatives would be happy to answer any further questions.

The entity primarily responsible for data protection is Viscom AG.

Address of the Responsible Location:
Viscom AG
Carl-Buderus Straße 9–15
D-30455 Hanover
Germany

The Viscom AG Data Protection Representatives:
E-mail: Datenschutz@viscom.de
Telephone: +49 511 94996-0

Responsible Supervisory Authority:
The Lower Saxony Regional Commissioner for Data Protection
Prinzenstraße 5
D-30169 Hanover
Germany
Purpose of the Data Processing of Personal Data (purpose limitation)

Viscom is a supplier of inspection systems for automatic optical (AOI) and X-ray (AXI/MXI) inspections to the electronics industry. Within the scope of their business activities, it is necessary for Viscom AG to collect, process and use personal and professional data for the following purposes:

- Determine whether a customer is legally competent and of legal age
- Issue a customer file
- Execute incidental contractual matters
- Technical testing and provision of products
- Calculate services rendered to the customer
- Execute dunning procedures
- Implement reimbursements and credits
- Respond to technical and contentual questions
- Prepare, arrange and implement bonus system structures
- Quality assurance measures and statistical purposes
- Prepare, realize and assure the quality of model and product forms
- Conclude and implement maintenance and customer service agreements
- Advise regarding product selection
- Coordinate the different departments
- Maintain inventory and usage data
- Gain new customers
- Other service performances for customers

Affected Groups of Persons:

- Our customers
- Shareholders of the Viscom AG
- Employees of the Viscom AG
- Employees of our representatives
- Suppliers and dealers
- Cooperation and sales partners
- Contact persons to the specified groups

Data or Data Categories – Part 1

- First and last names; as necessary, birth names
- Customer number
- Address
- Telephone number(s)
- E-mail address
- Bank details
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Data or Data Categories – Part 2

- Shareholders' shareholdings
- Features to identify a user
- Technical data to fulfill contracts (site conditions, RAS access data)
- Information regarding start, duration and end of a contractual relationship
- Type and scope for claims to specified performances, services and subscriptions
- Contract and component data
- Information about customer satisfaction (customer service)
- Consumer behavior analyses

Recipients of the Data or Data Categories …

- Internal departments and their employees
- Cooperation and sales partners
- Technical services, where required by the contractual relationship
- Public bodies when overriding statutory requirements apply

… and If You Have Granted Your Consent (Art. 7), Also for …

- Marketing research institutes
- Advertising actions and measures
- Market research
- External service providers
- Other bodies

Legality of Processing for Business Purposes (Art. 6)

Your data is collected and processed exclusively for business purposes as set forth in Article 6, paragraph 1, subparagraphs a-f, GDPR.

Retention/Deletion (Art. 17) / Right of Revocation (Art. 21) / Right to Information (Art. 15)

The deadlines for the retention obligation and deletion of personal data comply with statutory regulations. Normally, this is 10 years for business contracts, 10 years for business e-mails per GDPR, or when the purpose of the collection and processing has been fulfilled and no legal mandate specifies further retention.

In particular, this applies to the following data and deadlines: contact data according to right of revocation.

As set forth in Article 21, GDPR, you have the right to revoke the processing of your personal data and to retract any previous consent at any time. Unless prohibited by other statutory deadlines or statutory requirements, these data are then immediately deleted. If deletion is not possible due to technical or organizational reasons, your data shall be blocked from further processing and use.
At any time, you have a **right to information (Art. 15)** about the collection, saving and processing of your data. For inquiries in this regard, please contact: Datenschutz@viscom.de

**Right of Appeal to the Responsible Supervisory Authority in Lower Saxony per Article 77, GVO**

If you believe the processing of your data does not comply with applicable law, you are entitled to lodge a complaint with the responsible supervisory authority.

**Data Transfer (DT) to Foreign Countries / DT to Thirds**

At present, your personal data is only transferred to other EU countries or non-member countries when sent to our Viscom cooperation partners for localized support and for commercial and contract processing in the respective countries of Viscom customers or those interested in Viscom. This affects personal data that, as set forth by Article 6 lit 1b EU GDPR, is necessary for processing pre-contracts or contracts with those interested in Viscom or Viscom customers. Except for this, no personal data of Viscom customers or those interested in Viscom is transferred to thirds in foreign countries without a prior consent statement from the affected party.

**Technical and Organization Measures (TOM) per Article 25, GDPR**

We have enacted a number of precautions to protect your data. Any precise explanation of the measures set in place would be counterproductive since this would reveal their structure, thus making them vulnerable to attack. For this reason and in accordance with the GDPR, the legislators find it in their interest to not make the technical and organizational measures available to the public. Nonetheless, we assure you that in accordance with the following requirements of Article 25, GDPR, we have enacted numerous technical organizational measures appropriate to a company of our size, and are constantly working to improve them.

These include:

- Access control (premises/equipment)
- Access control (use of system)
- Access control (specific data)
- Disclosure control
- Data entry control
- Contract control
- Availability control
- Separation rule
Google Terms for Cookie and Data Use for Google Tools, Websites and Apps on our Websites or our Partners' Websites and Services

Google technologies are used in many websites to improve their content and facilitate long-term, no-cost use. When you visit a website that uses Google analysis tools such as Google Analytics, your Web browser automatically sends specific information to Google. This information includes, for example, the Web address of the visited page and your IP address. It is possible that we also insert cookies in your browser or read the cookies that are already there. When you visit websites or use apps which themselves use Google technologies, we receive information about these websites and apps and can apply this information, for example, for the following purposes:

- Increase the effectiveness of advertisements
- Provide reports about advertising and activities for advertisers and websites that host these advertisements, as well as to secure payment to these website publishers
- Support the operators of websites and apps so they, with the use of Google Analytics, can determine how users interact with their websites or apps
- Improve your Google+ user experience
- Detect and defend against fraud attempts to protect users and partners
- Observe statutory obligations
- Improve our products

To support optimization and as a service to you, we employ the following tools from Google LLC, headquartered in Ireland and the USA:

- Google Fonts – Font types – Online use of free Google fonts
- Google reCaptcha – reCaptcha’s determine whether entries in forms are made by a natural person or improperly by mechanical and automatic processing
- Google Maps – Map display for visualization of subsidiary, service and support locations

Your options for controlling the information you send to Google, tips and suggestions for your security and how you can manage your data online are available on the comprehensive Google Security Center under: https://www.google.com/policies/privacy/

Source: https://www.google.com/policies/
Additional security links:

Deactivating cookies: Mozilla Firefox
  ➜ https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites-stored
Deactivating cookies: Internet Explorer
Deactivating cookies: Google Chrome
  ➜ https://support.google.com/accounts/answer/61416?hl=en
Deactivating cookies: Safari

Matomo

The Viscom AG website employs the open source software Matomo for analysis and statistical evaluation of use of our websites. Cookies are also used for this purpose. The website uses information generated by cookies which is transferred to our server and compiled in pseudonymous user profiles. This information is used to evaluate website use and facilitate the need-based design of our websites. No such data is disclosed to third parties. Under no circumstances is an IP address associated with any other user data. IP addresses are anonymized so no such association is possible (IP masking). Currently, your visit to our websites is tracked by Matomo Web Analytics. Further information about your data protection is available under: https://matomo.org/privacy-policy/

Viscom's Social Media Profile

On our website and in our newsletter, we place social media links (buttons) to the social networks XING, LinkedIn, YouTube and Twitter in accordance with Art. 6, Paragraph 1 S. 1 lit. f GDPR, as a means for enhancing our company recognition. The underlying advertising purpose is to be viewed as legitimate interest as defined by the GDPR. The responsibility to ensure operations comply with data protection regulations lies solely with the respective provider. To integrate these links, we use the "one-click method," which allows visitors to Viscom's social media profile the free choice of whether they would also like to visit the Viscom profiles hosted by other social media providers. In these cases, the data protection terms of the corresponding provider (currently: XING, LinkedIn, YouTube and Twitter) are applicable.

XING – Data Protection Information

Essentially, the portal XING processes personal data in order to fulfill its contractual obligations to its users. The data processing allows XING to, for example, recommend appropriate contacts, offers and information about existing employment opportunities to its users. You can view more detailed information about XING data protection and the XING data protection policy here:
LinkedIn – Data Protection Information

LinkedIn has undertaken the task of networking specialized and management professionals with each other worldwide, to help them improve their productivity and success. As LinkedIn sees it, the center of this task is transparency toward its users regarding which personal data LinkedIn collects, how it is used, and with whom it is shared. All use of LinkedIn is subject to the LinkedIn data protection guidelines. LinkedIn gives its users the opportunity to make and adapt settings controlling the use of their data:

HTTPS://WWW.LINKEDIN.COM/HELP/LINKEDIN?TRK=MICROSITES-FRONTEND_LEGAL_PRIVACY-POLICY&LANG=EN

You can view more detailed information about LinkedIn data protection and the LinkedIn data protection policy here:

HTTPS://WWW.LINKEDIN.COM/LEGAL/PRIVACY-POLICY

Source: HTTPS://WWW.LINKEDIN.COM

YouTube (Google subsidiary) – Data Protection Information

When you use the Google service YouTube, you entrust Google with your data. Google is aware of the magnitude of this responsibility and devotes every effort to protect your data and to guarantee that you maintain control over it. Viscom AG uses the YouTube website to embed product videos from the Viscom Group on the YouTube platform operated by Google. The operator of this site is YouTube LLC, 901 Cherry Ave., San Bruno, CA 94066, USA. When you visit a YouTube page featuring our Viscom video presentations, a connection to the Viscom servers is established. This requires use of YouTube plugins to communicate which pages of ours you visit to the YouTube servers. When you log on to your YouTube account, you enable YouTube to assign your surfing behavior directly to your personal profile. You can prevent this by logging off from your YouTube account. We use YouTube to promote effective display of our online presence. This constitutes a legitimate interest as stated in Art. 6 para. 1 lit. f GDPR. YouTube videos were embedded in the Viscom AG website in the extended data protection mode.

Additional information about processing of user data is available in the YouTube data protection declaration under: WWW.GOOGLE.DE/INTL/DE/POlicIES/PRivacy

Sources: WWW.YOUTUBE.COM / WWW.GOOGLE.COM / WWW.BITMOTION.DE
Use of Twitter Services

For these short messaging services, Viscom AG employs the technical platform and services provided by Twitter Inc., 1355 Market Street, Suite 900, San Francisco, CA 94103 U.S.A. Responsibility for data processing from outside the U.S.A. is held by Twitter International Company, One Cumberland Place, Fenian Street, Dublin 2 D02 AX07, Ireland. We advise, that you use the Twitter short messaging service and functions on your own discretion and responsibility. This applies especially to the use of interactive functions such as sharing, rating, etc. Information about which data Twitter processes and the purposes for which they are used is available in the Twitter data protection declaration under: https://twitter.com/de/privacy Twitter Inc. has committed to the general principles of the EU-US Privacy Shield. For further information, see:

https://www.privacyshield.gov/participant?id=a2zt0000000TORzAAO&status=Active


Hanover, Germany, March 2020, the Viscom AG Data Protection Representatives